
EDSN Beacon Packet Decoding

1. Introduction

EDSN sends AX.25 packets at 437.10MHz AFSK. There are 2 types of packets: State of Health
(SOH) and Science.

Each packet contains ASCII values from 32 to 255. Depending on the TNC being used, the data
string received could be preceded by the following set of characters:

KE6QLL>UNDEF,TELEM/1: <<UI>>:

This denotes the sender and recipient of the packet. Ignore this when decoding the packet.

The satellite will typically send either SOH or Science packets at a 60 second periodicity. When
the satellite is detumbling, soon after launch, it will transmit only SOH packets every 120
seconds. The beacon will not transmit during space-to-space crosslink communication activities,
which occur 4 times in a 25-hour period. Each crosslink activity lasts up to 46 minutes.

2. Beacon Packet Format

Each packet type contains different information, and Tables 1-3 show the breakdown of each
packet type.

Packets are divided between header and sensor values. The header contains an ASCII character
sequence of “EDSN”, an exclamation mark (!) or double quotation mark (“), and a letter
between “A” and “H” that do not need decoding. The remaining values are encoded extended
ASCII characters from 32 to 255. There are then 224 possible values per character (Base224).
Therefore, the number of possible values per variable is 224n, where n is the length of the
variable in bytes.

Each packet starts with a sync character sequence of “EDSN”.  This is used to find the start of
the packet. The fifth character (! or “) denotes the message type. The sixth character identifies
the spacecraft that sent the packet (A to H). The “Science Data” group of the science packet
uses a Base224 to Base256 decoding (see Section 2.1). The remaining characters are converted
from base 224 to decimal values and scaled applying the following formula:

= 224 ( _ − 32) ( − )224 − 1 +



Where sensor data byte order is big-endian and the index of the first byte is i=0, dec_ASCII is
the decimal value of the ASCII character, n is the size of the variable, max is the maximum value
of the variable and min is the minimum value of the variable.

2.1. SOH packet

SOH packets are 187 bytes long and are sent every 120 seconds. These packets have a constant
length and have an exclamation mark (!) after the “EDSN” start word. Below is a packet
decoding example.

Example of received RF data (in hex format, with checksum):

45 44 53 4E 21 47 21 33 9E 49 98 3E 24 46 20 20 24 88 20 21 21 20 20 20 20 20 20 20 20 20 20 20 20 20 22 20 22 22 20 20 20 20 20
20 20 20 20 20 20 20 20 20 20 20 20 20 21 F5 D1 FC F9 90 5E 76 E4 68 EC 61 47 EA A6 C3 43 CF 49 49 DA 21 F6 D0 A5 47 21 24 82
60 A0 7A 86 30 A2 A8 A7 E0 8F F2 90 20 90 5F FF FF 20 20 20 20 2F F2 85 BF A2 F4 A8 3C 8F 9B 8F CC 90 42 9B 7D E1 58 88 35 8F
E5 90 4C 90 32 64 20 9E 49 98 36 23 2F 20 51 30 B0 A1 DD 20 20 20 20 53 B7 20 29 20 28 20 20 21 20 20 21 20 20 A6 83 A7 67 A7
67 A7 67 A6 A9 39 39 39 39 38 38 4E 9E 9E 49 A2 2B DC

Example after being decoded and scaled (in CSV format, no checksum)

EDSN,33,G,243,1418251550,934,0,1000,1,1,0,0,0,0,0,2,2,2,0,0,0,0,0,0,0,0,0,1102205202000,-3543725.6877,-
2791998.8419,-5149681.4383,3654.2501,4513.3234,-5012.0578,1104707188257,4,1104703578,-
88.5412,165.9923,212.8213,-0.0026906,9.9651e-005,0.012656,255,-255,-255,3570,-91.7666,169.0187,215.2106,-
0.02003,-0.010264,0.0068759,25.9955,184.9976,-17.9961,-0.052815,0.08869,0.036871,68,0,1418251542,
68.4606,0.22708,16.7676,115.9322,0,0,46.1377,0.29446,0.26174,0,1.1212,0,0,1.1212,0,0,26.9751,28.9284,28.9284,28.92
84,27.3239,34.0509,28.6715,28.6715,28.6715,28.6715,27.5247,27.5247,20126,1418253771,8.4519

2.2. Science packet

Science packets are 192 bytes long and are sent every 120 seconds. These packets have a
constant length and have a double quotation mark (“) after the “EDSN” start word. The science
payload used on EDSN outputs binary data, which is then encoded in order to confirm to the Base224 RF
packet format. In order to decode the “Science Data” group from a Base224 byte array into the
original binary data, follow these steps:

1) Determine the number of 8 byte chunks in the encoded data (Science Data has 176 encoded bytes = 22 chunks)
2) Determine the size of the decoded byte array based on 60 bits per chunk (22 chunks = 165 bytes decoded data)
3) Convert each 8 byte chunk to an integer representation

a) Take the first byte integer and subtract 32 (call the value x)
b) Take the x from step 3a and calculate x*224^n, where n=7
c) Repeat step 3a and step 3b for n-1, until n=0
d) Sum all 8 values obtained from step a to step c

4) Convert the integer from step 3 to a 60 bit binary value (http://en.wikipedia.org/wiki/Binary_number#Decimal)
a) Take the integer from step 3d and divide it by 2
b) If the remainder of step 4a is =0, then the least-significant bit (call it yn, where n=59) is 0, otherwise it is 1



c) Take the integer result of step 4a and repeat step 4a and step 4b, for n-1, until n=0
5) Repeat step 3 and step 4 for each chunk (22 total) to obtain decoded data (165 bytes total)

Note that two chunks are needed to produce 15 bytes of decoded (Base256) data, one chunk
will not give an integer number of decoded bytes. This procedure is almost identical to Base64
decoding, except that it uses a radix-224 representation, rather than a radix-64. Table 4
illustrates the bit order associated with Base225 to Base256 Science Data decoding.

Example of received RF data (in hex format, with checksum):

45 44 53 4E 22 43 20 33 9E 48 C4 D3 20 3F 94 69 B2 A7 65 55 51 20 20 33 C8 2D 6F B9 91 45 60 2A 34 AF 6C 46 FE 23 50 CC
6B 54 F2 EA F5 20 20 4E 36 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 80 73
8E 21 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20
20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 60 F2
32 95 39 53 22 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 20 C0 ED C3 83 53 F4 C5 27 84 38

Example after being decoded and scaled (in CSV format, no checksum):

EDSN, B_Science, C, 19, 1418211379, 31, 1418211379, 8, 25, 22, 10, 30.4464, 27.3797, 600.7844, 550.0335, 5.018, 7.6922,
3.3097, 6.8769, 76, 7.9656, 10.599, 0, 131, 0, 0, 1600, 17, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 1, 1, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0,
0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 0, 1, 0, 0, 0, 0, 0, 0, 0,

EDSN,34,C,19,1418211379,31,1418211379,8,25,0x16,10,30.4464,27.3797,600.7844,550.0335,5.018,7.6922,3.3097,6.8769
,76,7.9656,10.599,0x00,0x83,0,0,1600,17,0,0,0,0,0,0,0,0,0,0,0,0,0,0,1,1,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0,0 ,
0,0,0,0,0,0,0,0,0,0,0,1,0,0,0,0,0,0,0,41776

3. Conversion of Voltage, Current and Temperature

Voltage, Current and Temperature values need a second conversion from a scaled value to their
Engineering Unit. In Tables 1-3, conversions to Engineering Units are added on the last column.
The Control Register and CPU status values in the Science Data are composed of bit level flags,
but can be viewed as decimal values for assessing nominal behavior.

4. Checksum

The checksum is a modified version of the Fletcher algorithm. The sums modulo 224 are not
computed at each byte in the data. The modulo operation is done for the packet data after the
summing process defined in the Fletcher algorithm. Each byte of the 16-bit sum is then offset
by (+) 32 and then converted to a decimal in base-2.



Table 1: SOH Packet Description (part 1 of 2)



Table 2: SOH Packet Description (part 2 of 2)



Table 3: Science Packet Description

Table 4: Science Data Decoding Byte Order


